SCHEDA 6 - DICHIARAZIONI DNSH - SERVIZI INFORMATICI DI HOSTING E CLOUD - Regime 2

PROCEDURA TELEMATICA NEGOZIATA SENZA PUBBLICAZIONE DI UN BANDO PER L’AFFIDAMENTO DI DELLA FORNITURA DI UN DATA CENTER PER CALCOLO AD ALTE PRESTAZIONI NELL’AMBITO DEL PIANO NAZIONALE RIPRESA E RESILIENZA (PNRR) MISSIONE 4, “ISTRUZIONE E RICERCA” - COMPONENTE 2, “DALLA RICERCA ALL’IMPRESA” - LINEA DI INVESTIMENTO 3.1, “FONDO PER LA REALIZZAZIONE DI UN SISTEMA INTEGRATO DI INFRASTRUTTURE DI RICERCA E INNOVAZIONE PROGETTO IR0000032 – ITINERIS CUP B53C22002150006 CIG B6CD38BDB5

|  |  |  |
| --- | --- | --- |
| Il sottoscritto | |  |
| Codice fiscale | |  |
| Nella sua qualità di: | | |
| □ | Titolare o Legale rappresentante | |
| □ | Procuratore | |
| Del concorrente | |  |

ai sensi e per gli effetti dell’art. 76 del D.P.R. n. 445/2000 consapevole della responsabilità e delle conseguenze civili e penali previste in caso di dichiarazioni mendaci e/o formazione od uso di atti falsi, nonché in caso di esibizione di atti contenenti dati non più corrispondenti a verità e consapevole, altresì, che qualora emerga la non veridicità del contenuto della presente dichiarazione il concorrente decadrà dai benefici per i quali la stessa è rilasciata

**DICHIARA**

che le informazioni, contenute nella scheda che segue, relative all’affidamento indicato in oggetto, corrispondono a verità e costituiscono il controllo del rispetto del principio DNSH di cui all’art. 17 del Reg. (UE) 2020/852, che definisce il danno significativo in relazione agli obiettivi ambientali e individua quando un'attività economica possa considerarsi ecosostenibile:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Servizi informatici di hosting e cloud Regime 2** | | | | |
| *Verifiche e controlli da condurre per garantire il principio DNSH* | | | | |
| **Tempo di svolgimento delle verifiche** | **n.** | **Elemento di controllo** | **Esito**  **(Sì/No/Non applicabile)[[1]](#footnote-1)** | **Commento (obbligatorio in caso di N/A)** |
| *Ex ante* | 0.1 | E' disponibile una Certificazione di sistema di gestione ambientale di tipo ISO 14001 o EMAS rilasciata sotto accreditamento? |  |  |
| *l requisito 0.1 verifica il rispetto del principio DNSH in maniera trasversale per tutti gli obiettivi ambientali rilevanti. Nel caso in cui questo non fosse disponibie, rispondere ai punti successivi* | | | |
| *In un primo momento l'elemento di verifica al punto 1 rimpiazzerà gli elementi di verifica ai punti 2, 3 o 4* | | | |
| 1 | Le nuove apparecchiature IT acquistate per i data center che ospitano i servizi di hosting e cloud sono certificate secondo lo standard internazionale sull’efficienza energetica EneryStar, o equivalente? |  |  |
| 2 | Sono stati svolti degli studi di fattibilità per l’implementazione e il rispetto di tutte le “pratiche attese” incluse nella versione più recente del codice di condotta europeo sull’efficienza energetica dei centri dati e hanno attuato tutte le pratiche attese a cui è stato assegnato il valore massimo di 5? |  |  |
| 3 | I data center che ospitano i servizi di hosting e cloud aderiscono alle pratiche raccomandate contenute nel CEN-CENELEC documento CLC TR50600-99-1 "Data centre facilities and infrastructures- Part 99-1 : Recommended practices for energy management? |  |  |
| 4 | Sono rispettati tutti i Criteri dell'UE applicabili in materia di appalti pubblici verdi per i centri dati, le sale server e servizi cloud e fornite le relative prove di verifica? |  |  |
| 5 | I data center che ospitano i servizi di hosting e cloud hanno un piano di gestione dei rifiuti? |  |  |
| *Nel caso in cui fosse verificato il punto 4, i punti 6, 7 e 8 si ritengono automaticamente verificati* | | | |
| 6 | E' disponibile una dichiarazione dei produttori/fornitori di conformità alla seguente normativa: ecodesign (Regolamento (EU) 2019/424) considerato che la conformità alle normative può essere dimostrata anche tramite il sistema di gestione ISO 30134:2016 certificato da organismi di certificazione accreditati? |  |  |
| 7 | E' disponibile la comunicazione del calcolo della media ponderata del potenziale di riscaldamento globale, anche per l'inventario dei refrigeranti utilizzati nei siti o per fornire il servizio, e dimostrazione dell’aderenza al metodo descritto nell'allegato IV del regolamento (UE) n. 517/2014? In alternativa, è presente sistema di gestione dell'energia (norma ISO 50001), che sia certificato da organismi di certificazione della conformità e riporti l'uso di refrigeranti? |  |  |
|  | 8 | La conformità delle apparecchiature dei data center è autocertificata dal produttore/fornitore tramite una dichiarazione resa ai sensi del D.P.R. n. 445/2000, adeguandosi alla seguente normativa: REACH (Regolamento (CE) n.1907/2006); RoHS (Direttiva 2011/65/EU e ss.m.i.); compatibilità elettromagnetica (Direttiva 2014/30/UE) (la conformità alla norma RoHS può essere dimostrata applicando la norma EN IEC 63000:2018)? |  |  |

Firma digitale[[2]](#footnote-2) del legale rappresentante/procuratore[[3]](#footnote-3)

|  |
| --- |
| **APPENDICE: VINCOLI DNSH**  L’Unione Europea ha redatto il Documento ***Criteri dell'UE in materia di appalti pubblici verdi per i centri dati, le sale server e i servizi cloud*** nel quale definisce requisiti che i **data server, le sale server dovranno avere per garantire il rispetto del Do No Significant Harm,** reperibile, in lingua italiana all’indirizzo 20032020\_EU\_GPP\_criteria\_for\_data\_centres\_server\_rooms\_andcloud\_services\_S WD\_(2020)\_55\_final\_it.pdf (europa.eu)  Nel documento citato sono descritti:   * I requisiti minimi che i fornitori di servizi di hosting e cloud dovranno rispettare, afferenti alle normative comunitarie sopra riportate (compresi RoHS, REACH, RAEE, Regolamento (UE) 2019/424...); * Le modalità di verifica dei requisiti; * Le clausole contrattuali per garantire l’attuazione.   **Requisito trasversale**  Il principio DNSH può ritenersi verificato per tutti gli obiettivi ambientali qualora l’offerente del servizio di hosting e/o cloud disponesse di un sistema di gestione ambientale conforme alla norma UNI EN ISO 14001 o EMAS verificati da un organismo di valutazione della conformità accreditato per lo specifico scopo a norma del regolamento (CE) n. 765/2008 del Parlamento europeo e del Consiglio;  *Elementi di verifica ex ante ed ex post*  • Certificazione di sistema di gestione ambientale di tipo ISO 14001 o EMAS rilasciata sotto accreditamento.  **Obiettivo: Mitigazione del cambiamento climatico**  **Qualora l’intervento ricada in un Investimento per il quale è stato definito un contributo sostanziale (Regime 1**), le procedure dovranno prendere in considerazione i seguenti criteri:  a) L’offerente deve dimostrare che la progettazione integra tutte le pratiche pertinenti indicate come "pratiche attese" nella versione più recente del **Codice di condotta europeo sull'efficienza energetica dei centri di dati**42 o nel documento **CEN-CENELEC CLC TR50600-99-1** Data centre facilities and infrastructures - Part 99-1: Recommended practices for energy management43. L'attuazione di tali pratiche è verificata da una terza parte indipendente e sottoposta a verifica almeno ogni tre anni; In alternativa, l’offerente rispetta tutti i requisiti definiti nei Criteri dell'UE in materia di appalti pubblici verdi per i centri dati, le sale server e i servizi cloud.  b)  Seunapraticaprevistanonèconsideratapertinenteacausadivincolifisici, logistici, di pianificazione o di altro tipo, è fornita una spiegazione dei motivi per cui la pratica prevista non è applicabile o praticabile. Le migliori pratiche alternative del codice di condotta europeo sull'efficienza energetica dei centri di dati o altre fonti equivalenti possono essere identificate come alternative dirette qualora consentano risparmi energetici analoghi;  c)  Il potenziale di riscaldamento globale (GWP) dei refrigeranti utilizzati nel sistema di raffrescamento del centro di dati non supera 675.  *Elementi di verifica ex ante*   * Comunicazione del calcolo della media ponderata del potenziale di riscaldamento globale , anche per l'inventario dei refrigeranti utilizzati nei siti o per fornire il servizio, e dimostrazione dell’aderenza al metodo descritto nell'allegato IV del regolamento (UE) n. 517/2014, e al limite di 675. Anche un sistema di gestione dell'energia (norma ISO 50001) o un sistema di gestione ambientale (sistema EMAS o norma ISO 14001) che riportino l'uso di refrigeranti e siano verificati da terzi possono essere accettati come prova; * I data center legati ai servizi di hosting e cloud dimostrano la partecipazione aggiornata al European Code of Conduct for Data Center Energy Efficiency, fornendo un modulo compilato44 che descriva lo status di attuazione delle migliori prassi previste, ricomprese nella versione più aggiornata del *Best Practice Guidelines for the European Code of Conduct for Data Centre Energy Efficiency* » 2022 (JRC) - 2022 Best Practice Guidelines for the EU Code of Conduct on Data Centre Energy Efficiency | E3P (europa.eu).   Oppure • I data center legati ai servizi di hosting e cloud applicano alle pratiche  raccomandate contenute nel CEN-CENELEC documento CLC TR50600-99- 1 "Data centre facilities and infrastructures- Part 99-1 : Recommended practices for energy management”.  O anche  • Sono rispettate tutte le indicazioni definite nei Criteri dell'UE in materia di appalti pubblici verdi per i centri dati, le sale server e i servizi cloud della Commissione Europea. |
| **Obiettivo: Adattamento ai cambiamenti climatici**  Non pertinente. |
| **Obiettivo: Uso sostenibile e protezione delle acque e delle risorse marine**  *Non pertinente.* |
| Obiettivo: Economia circolare  I server e i data center selezionati per l’erogazione dei servizi devono essere realizzati secondo i criteri previsti nel Regolamento (UE) 2019/424 della Commissione del 15 marzo 2019 e modifiche comprese nel Regolamento (UE) 2021/341 della Commissione e nella Direttiva 2009/125/CE del Parlamento Europeo e del Consiglio. Tali documenti, in un'ottica di sviluppo sostenibile, mirano alla continua diminuzione dell'impatto ambientale complessivo dei server e prodotti di archiviazione dati, tramite:   * Il rispetto di specifiche minime relative all'efficienza delle unità di alimentazione e al fattore di potenza; * Il rispetto di specifiche relative all'efficienza dei materiali:   • Garantire che le tecniche di giunzione, fissaggio o saldatura non impediscano lo smontaggio, a fini di riparazione o riutilizzo, dei seguenti componenti, se presenti: dispositivi di archiviazione dati; memoria; processore (CPU); scheda madre; scheda di espansione/scheda grafica; unità di alimentazione; alloggiamento; batterie; • Fornire una funzione di cancellazione sicura dei dati che permetta di cancellare i dati contenuti in tutti i dispositivi di archiviazione dati del prodotto; • Mettere a disposizione, gratuitamente o a un costo equo, trasparente e non discriminatorio, la versione più recente disponibile del firmware a partire da due anni dopo l'immissione sul mercato del primo prodotto di un determinato modello di prodotto, per un periodo minimo di otto anni dopo l'immissione sul mercato dell'ultimo prodotto di un determinato modello di prodotto;  • Il rispetto di specifiche per la progettazione ecocompatibile esclusive per server con uno o due socket per processori.  I data center selezionati dovranno aver predisposto un piano per lo smaltimento dei rifiuti che permetta di garantire il maggior livello possibile di riciclo, alla fine del ciclo di vita delle apparecchiature elettriche ed elettroniche, includendo dei progetti ufficiali e documentati su tale piano e accordi contrattuali per il corretto riciclo o smaltimento.  Alla fine del ciclo di vita delle apparecchiature, esse dovranno essere adeguatamente preparate per il riuso, recupero riciclo o adeguato smaltimento come previsto dalla normativa sui RAEE.  *Elementi di verifica ex ante*  • I data center legati ai servizi di hosting e cloud hanno un piano di gestione dei rifiuti.  Inoltre: • Dichiarazione dei produttori/fornitori di conformità alla seguente normativa:  ecodesign (Regolamento (EU) 2019/424). La conformità alle normative può essere dimostrata anche tramite il sistema di gestione ISO 30134:2016 certificato da organismi di certificazione accreditati. |
| **Obiettivo: Prevenzione e riduzione dell’inquinamento**  Tutte le apparecchiature dei data center dovranno essere in linea con la Direttiva 2011/65/EU del Parlamento Europeo e del Consiglio, sulla restrizione dell’uso di determinate sostanze pericolose nelle apparecchiature elettriche ed elettroniche (Direttiva RoHS e REACH) e la compatibilità elettromagnetica.  *Elementi di verifica ex ante*  • La conformità delle apparecchiature dei data center è autocertificata dal produttore/fornitore tramite una dichiarazione resa ai sensi del D.P.R. n. 445/2000, adeguandosi alla seguente normativa: REACH (Regolamento (CE) n.1907/2006); RoHS (Direttiva 2011/65/EU e ss.m.i.); compatibilità elettromagnetica (Direttiva 2014/30/UE). La conformità alla norma RoHS può essere dimostrata applicando la norma EN IEC 63000:2018. |
| **Obiettivo: Protezione e ripristino della biodiversità e degli Ecosistemi**  Non pertinente. |

1. E’ compito della Stazione Appaltante ritenere se l’opzione proposta sia esaustiva [↑](#footnote-ref-1)
2. Per gli operatori economici italiani o stranieri residenti in Italia, la dichiarazione deve essere sottoscritta da un legale rappresentante ovvero da un procuratore3 del legale rappresentante, apponendo la firma digitale. Per gli operatori economici stranieri non residenti in Italia, la dichiarazione può essere sottoscritta dai medesimi soggetti apponendo la firma autografa ed allegando copia di un documento di identità del firmatario in corso di validità. [↑](#footnote-ref-2)
3. Nel caso in cui la dichiarazione sia firmata da un procuratore del legale rappresentante deve essere allegata copia conforme all’originale della procura oppure nel solo caso in cui dalla visura camerale dell’operatore economico risulti l’indicazione espressa dei poteri rappresentativi conferiti con la procura, la dichiarazione sostitutiva resa dal procuratore/legale rappresentante sottoscrittore attestante la sussistenza dei poteri rappresentativi risultanti dalla visura. [↑](#footnote-ref-3)